Atitit 登录模块常见的安全措施条例与攻击行为表
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# 安全目标

说具体一些，我们理想中的绝对安全的系统大概是这样的：

1. 首先保障数据很难被拖库。
2. 即使数据被拖库，攻击者也无法从中破解出用户的密码。
3. 即使数据被拖库，攻击者也无法伪造登录请求通过验证。
4. 即使数据被拖库，攻击者劫持了用户的请求数据，也无法破解出用户的密码

# 常见安全措施

## 修改密码需要验证员密码

## 密码Salt加盐机制

## Sql防注入

## 弱口令 防爆次数限制

## 钓鱼输入各种账号密码信息

## 不同权限用户(商户 管理员）隔离开ui与数据库

## 权限标识等重要放入mrz区效验

## Cookie加密mrz区

非mrz区用来调试与人工识别

## 防止撞库攻击

## 校验ua与ip，防止Cookie重放

# 常见攻击行为

## Cookie重放攻击

解决方法

校验ua与ip

## 非法获取密码和权限

## 暴力破解

## 彩红标攻击

## Sql注入

## 拖库攻击 破解出用户的密码

## 伪造登录请求

## 劫持了用户的请求数据

## 撞库攻击

很多互联网公司对安全不重视，近年来密码安全事故频繁发生，导致密码泄露后被拿去撞库，用户利益受损。****应该去推动一下密码安全的业界标准，避免企业犯错用户买单****。同时，****互联网没有绝对的安全，强烈建议用户不要用同一个密码，密码定期改！****

# 来源相关规范

## 登录系统个相关标准
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